Connecting Multi-Tech MT5634ZBA series modems

 to the console port of Cisco routers

Section I

You will need to determine what the version of firmware is in your ZBA modem and upgrade if needed.

· To do this you will need a PC running a terminal emulator such as HyperTerminal or just a standard dumb terminal connected to the ZBA modem.

· Set the terminal or terminal emulator for 115200 BPS, 8 data bits, none or no parity, 1 stop bit.

· Now enter the command AT&W1Z and press ENTER. If the modem does not respond with OK, cycle power to the modem and continue to issue AT&W1Z until the modem does respond.
· Now enter ATI and press ENTER.
· The result code should look like this : LT V.90 1.0 MT5634ZBA Serial Data/Fax Modem Version 8.18h

· The version of firmware from the above line would be version 8.18h, which is the minimum version that is highly recommended to work with this application.
· If the modem’s version isn’t 8.18h or greater, then you will need to get the Flash Wizard utility and the latest firmware file to flash update the modem from either our Website or FTP site.
Section II

Country Approval and Setup

Different countries have different  requirements for how modems must function. You must configure the modem to match the defaults of the country in which you are using it.

If you are using Global Wizard to do the country configuration, do so at this time and skip ahead to Section III. If you would prefer to do the country configuration via AT commands, this section will give you the commands to use.

Country Configuration using AT Commands

The vast majority of countries use the default Country Configuration. The ATI9<cr> command is used to determine the current Country Configuration programmed into the modem. The first line of information that the modem put out in response to this command is the Country Configuration code. If the modem responds to the ATI9<cr> command with a value of 52 then your modem is set to the default Country Configuration.  If the modem is set for the default Country Configuration and the country you are operating the modem in is not specifically listed below, your modem has the proper Country Configuration and you may move on to the next section.

To configure for a country from the list below, enter the Country Configuration Command for that country from the chart below. To reprogram the modem to the default Country Configuration use the command listed for “All other countries”. To verify that the modem has been properly configured, issue the command ATI9<cr>. Verify that the response to the command matches that for the country in the chart below.

The fact that a country appears on the list below does not necessarily mean that the modem has been approved for use in that country. If you have a question on the approval status for a particular country, please check our web site.

http://www.multitech.com/GlobalModem/approvals/
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ATI9<cr> Response


Australia




AT%T19,0,1<cr>


1

Czech Republic




AT%T19,0,25<cr>

37

Hong Kong




AT%T19,0,30<cr>

48

Hungary





AT%T19,0,30<cr>

48

India





AT%T19,0,30<cr>

48

Indonesia




AT%T19,0,30<cr>

48

Israel





AT%T19,0,30<cr>

48

Japan





AT%T19,0,10<cr>

16

Korea-Democratic People's Republic of

AT%T19,0,30<cr>

48

Korea-Republic of



AT%T19,0,30<cr>

48

Malaysia




AT%T19,0,30<cr>

48

New Zealand




AT%T19,0,9<cr>


9

Philippines




AT%T19,0,30<cr>

48

Poland





AT%T19,0,30<cr>

48

Singapore




AT%T19,0,30<cr>

48

Slovenia





AT%T19,0,30<cr>

48

South Africa




AT%T19,0,35<cr>

53

Vietnam





AT%T19,0,30<cr>

48

All other countries



AT%T19,0,34<cr>

52

Section III

This section shows you how to configure the modem for Callback Security in the direct connect mode. This will require someone calling into the modem to give the correct password before being able to send data to the system. If you do not plan to use this feature of the modem, you may skip this section and go on to Section IV. Please note that setting the modem for this security mode disables the Remote Configuration feature of the modem described in Section VI.

To Turn direct connect Callback Security On and Off  Note: see manual for other Callback Security modes of operation.

Callback security must be turned on to enter many callback security commands.

1. Type the command AT#Sxxxxxxxx, (1 to 8 characters long. where xxxxxxxx is your password) and press ENTER. The modem responds with OK if the setup password is correct, and ERROR if it is wrong. The default password is MTSMODEM .

2. If you wish to change the password, then enter the command AT#S=xxxxxxx  (1 to 8 characters long. where xxxxxxxx is your password) and press ENTER.

3. Type one of the following commands: 

• To turn on remote callback security only, type AT#CBS2 and press ENTER.

• To turn on both local and remote callback security, type AT#CBS1 and press ENTER. With local security turned on, you must enter the setup password before you can enter any AT command except the AT, ATIn, and AT#Sxxxxxxxx commands via the serial connector on the modem.

4.  Type in the command AT&W0 to store the above commands to non-volatile memory.
To Set the Parity of the Callback Security Messages

The parity of the modem’s password prompt and messages must match the parity of the computer the modem is connected to.

1. The default parity value for your modem is no parity (AT#CBP0). To change the modem’s prompt messages to use even parity, type AT#CBP2 and press ENTER. For odd parity, type AT#CBP1 and press ENTER.

2. To store the new parity value, type AT&W and press ENTER.

To Assign Callback Passwords 

1. To store a callback password for the first callback memory location, type 

AT#CBN0=xxxxxxxx, where xxxxxxxx is the first password, and press ENTER. The password must be unique, must be six to ten characters in length and must not contain a + or - character.

2. To store a callback password for the second callback memory location, type 

AT#CBN1=xxxxxxxx, where xxxxxxxx is the second password, and press ENTER. Note that the memory location number in the command is incremented by one.

3. Repeat as many times as necessary, up to memory location 29, until all passwords have been entered.

4. To review your entries, type AT&V and press ENTER. 

5. To set the modem for direct connect mode, type AT%H1 and press ENTER.

Calling in to the modem when configured for Callback Security

1. Using a data communications program such as HyperTerminal, and an originating modem, dial the number of the modem that is connected to the Cisco router, which we will call the “remote modem”.

2. When the connection is established, the remote modem responds with the following message:

Password>

3. Type a valid password, and press ENTER You have three attempts or one minute to enter a valid password.

4. If the password is valid, the following message appears and the modems establish a working connection: OK Connecting

Section IV

Final setup for console port

Enter this command line to the modem that you will be connecting to the console port of the Cisco router:

AT%R1&W0

%R1  - The %R1 command is a new feature in 8.18h and sets E0, Q1, &D0, &K0, $SB9600 and %S1 all with the single command.

&W0  - Stores the commands to memory

Here are the functions of the various parameters that the %R1 commands sets up in the modem:

· %S1  - This command sets the modem to disable command mode at all serial speeds except 115200 BPS.
· E0     - Turns command echo off 

· Q1     - Turns result codes off

· &D0  - Ignore DTR from DTE

· &K0    - Selects no flow control

· $SB9600  - Sets the serial baud rate to 9600 BPS

The modem is now properly configured for use on the console port.

Note that command echo and result codes have been turned off. If it becomes necessary to send additional AT commands to the modem after it has been so configured, there will be little feedback from the modem that it has received and acted upon the command. Only commands such as ATI0 that requests specific data from the modem will send any data to the DTE as an indication that the modem has accepted the command. Temporarily turning on command echo and result codes might ease reconfiguration of the modem.

Once the modem has been connected to the console port, turn the modem off and then on again. This will allow the setting of the serial baud rate to 9600 BPS with the $SB9600 command to take effect.

Section V

Cable pin-outs and cabling guidelines

PRIVATE
Console
(DTE)
Console Port
Console Cable
Adapter
Adapter
Modem

(DCE)

Signal
RJ-45 Pin
RJ-45 Pin
DB-9 Pin
DB-25 Male Pin
Signal

RTS
1
8
8
4
RTS

DTR
2
7
6
20
DTR

XMT
3
6
2
2
XMT

GND
4
5
5
7
GND

GND
5
4
5
7
GND

RCV
6
3
3
3
RCV

DSR
7
2
4
6
DSR

CTS
8
1
7
5
CTS

Section VI

To remotely configure your MT5634ZBA modem

The configuration of the modem described in Sections IV contains the core settings that allow the modem to function properly on the console port of the Cisco router. Commands in this section may be done remotely by calling into the MT5634ZBA attached to the console port with another modem.

1. Establish a data connection with a remote MT5634ZBA modem.

2. Send three remote configuration escape characters followed by AT and the setup password, and press ENTER. Example: %%%ATMTSMODEM and press ENTER. You have four tries to enter the correct password before being disconnected. If the password is correct, the remote modem may respond with OK. 

As noted earlier however, if the modem has previously been configured with command echo off and result codes off, it may be difficult to determine if the remote modem is responding to commands. It is suggested that the ATI command be used to determine if the remote modem is responding. Even with echo and result codes the modem will respond with the requested Id string if it is properly receiving the command.

3. You can now send AT commands to configure the remote modem.

4. When you have finished configuring the remote modem, save the new configuration by typing AT&W0<CR>, then type ATO<CR> to exit remote configuration. You can then break the connection in the normal way. This step is important to ensure that the connection is broken cleanly.
Setting Country Configuration and turning on callback security cannot be done remotely.

Not all commands can be successfully executed remotely if the remote modem is set for callback security. Remote configuration of a modem so configured is not recommended.
